**VPC Perimeter: Ingress policy demo**

Access files from bucket in a project which is protected by perimeter from another project
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Edit perimeter and add ingress policy rule

* Source : Project B
* Source Identity : VM’s service account
* Destination : Project A
* Destination Service: Cloud storage API
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Access is denied in the first image as there was no Ingress policy that allowed the incoming connection to project A from project B.

Access is granted in the second image as the connection was allowed

**VPC Perimeter: Egress Policy Demo**

Transfer files from bucket in Project A which is protected by vpc perimeter to bucket in Project B
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Edit perimeter and add egress policy rule

* Source Identity : service account of cloud storage
* Destination : Project B
* Destination Service: Cloud storage API
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Access is denied in the first image as there was no Egress policy that allowed the outgoing connection from project A to project B.

Access is granted in the second image as the connection was allowed